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Turner Broadcasting System, Inc. (“Turner”) is a major producer of news and entertainment product around the world and the leading provider of programming for the basic cable industry.  Many are familiar with Turner's groundbreaking network, CNN, one of the world's most respected and trusted sources for news and information.  Since its launch more than 20 years ago, CNN's reach has extended to 15 cable and satellite television networks; two private, place-based networks; two radio networks; 12 Web sites; CNN Mobile; and CNN Newsource, the world's most extensively syndicated news service.  Turner is also home to familiar entertainment networks such as TBS, TNT, Cartoon Network, and Turner Classic Movies as well as specialized networks such as Turner South and Boomerang.  In addition, Turner has interests in The Atlanta Braves, NASCAR.com and PGA.com.  

Turner uses Whois data as an integral part of managing its portfolio of approximately 4000 domain names.  In addition, we use Whois as an important investigative tool to enforce our intellectual property rights online (such as piracy or cybersquatting), and as a preliminary trademark clearance search tool.  Turner welcomes this opportunity to comment on the Whois Task Forces Preliminary Reports of ICANN’s Generic Names Supporting Organization (“GNSO”). 


General Comments


As a preliminary matter, Turner concurs with the comments already noted by the Copyright Coalition on Domain Names (“CCDN”), with respect to all three Task Force Reports.   However, we wish to note in particular our concurrence that improving accuracy of accessible Whois data is a priority matter. 


Anonymous Access to and Privacy of Whois Data 

A.  The fact that the current Whois system allows users to access data without notifying the domain name registrant is essential to intellectual property enforcement matters.  If the infringing registrant is alerted to the intellectual property owner’s pre-enforcement investigative efforts, he or she may take elusive measures, such as changing the Whois contact information, changing the Whois registrant to an alias, making evasive registrant or registrar changes in an attempt to evade jurisdiction, or temporarily removing infringing content.  On several occasions, Turner has had to do additional investigative work and spend additional dollars to track down the true registrant of a domain name and/or prove that successive registrants are actually the same individual or entity in order to move forward with intellectual property enforcement efforts.  

If necessary, Turner may be willing to identify itself to the Whois provider when making a Whois information request, but we are uncomfortable with providing our identity to the domain name registrant for the reasons noted above.  The Task Forces should consider the fact that those parties needing access to Whois information for legitimate purposes are very likely domain name owners themselves, who are already freely sharing their contact information.  They should also bear in mind the fact that business directories, trademark registries, and other government and quasi-government offices make public similar information regarding their respective registrants.  

B.  It appears that the Task Forces are concerned that the public availability of Whois contact data is an attractive resource of email addresses for spammers.  However, rather than omitting all Whois data from public access, ICANN should undertake more study to determine the extent to which the Whois database serves as a source of spam.  If Whois data is truly a source of spam, then ICANN should address that particular concern, rather than take the broader approach of making all Whois information private.

If proxy registration services are offered as a possible solution to the privacy issue, ICANN should provide specific guidelines as to how the proxy will handle intellectual property complaints, and how intellectual property owners will be able to show a pattern of infringement via numerous infringing domain name registrations by the same individual (including aliases).  

C.  If ICANN determines that Whois data will be made private, then that data must be accurate.  It is unreasonable to ask those requesting Whois information for legitimate purposes to meet particular (possibly cumbersome) requirements to obtain the information only to have it turn out to be false.


Recommendations for Further Analysis or Study with Regard to Registrars and Registrar Practices 

Several of the recommendations, particularly of Task Force 3, suggesting solicitation of input from registrars or further analysis of registrar practices do not appear to be an efficient use of ICANN’s resources.  Registrars currently do not comply with their existing obligations to verify and provide accurate Whois data.  While registrars may suggest to ICANN that they would be willing to provide these reports, it is likely a stalling tactic to delay the need for them to take proactive steps towards verifying Whois data.  

Instead, Turner urges ICANN to focus on the crux of the matter by enforcing the obligations currently existing in its registrar agreements, as feasible in light of local privacy laws.  Two suggested options to make this approach more palatable to registrars are:  (a) provide a timeline to “crackdown” to allow registrars to prepare; and (b) allow registrars to use the suggested “reconnection fee” or something similar, such as a verification fee or inaccurate data penalty where the owner must pay or the domain name will be deleted, to offset verification costs.  

Thank you again for this opportunity to comment on the GNSO’s Whois Task Forces Preliminary Reports.

Submitted by

Kari L. Moeller

Counsel

on behalf of Turner Broadcasting System, Inc.

