No Registrar should be forced to breach its local laws regarding


the collection, display and distribution of personal data in order


to be able to provide ICANN approved domain registrations, regardless


of whether the WHOIS service is provided by such registrar or


another party under agreement with such registrar.


ICANN should develop and implement a procedure for dealing with the situation where a registrar (or registry, in thick registry settings) can credibly demonstrate that it is legally prevented by local mandatory privacy law or regulations from fully complying with applicable provisions of its ICANN contract regarding the collection, display and distribution of personal data via Whois.  The procedure should include:

· prompt notification by the affected registrar/registry to ICANN with detailed summary of the problem (including what is the evidence of existence of a legal conflict, the specific legal provision involved, and which specific data elements are affected);

· consultation with ICANN  and other parties (which may include government agencies) to try to resolve the problem/ remove the impediment to full compliance with contract;

· if there is a bona fide problem which cannot be resolved, insertion of standardized notice/tag in Whois results, advising requester of the problem and, if practicable, directing requester to another source or alternative procedure for obtaining access to this data element;

· an appropriate form of public notice from ICANN re forbearance from enforcement of full compliance with the contractual provision in question.    
This procedure should be subject to modification in the circumstance in which the problem arises from a formal complaint by a local law enforcement authority which does not permit consultation with ICANN prior to resolution of the complaint under local law.   
