Local Law

Registrars are obligated per section 3.3 of the RAA to make available a predefined set of data elements on the whois. As this dataset might contain personal data and Registrars contracting with ICANN, to be able to provide domain name registration services, might operate under different legislation than ICANN the taskforce was mandated in the DOW of Taskforce 2 

Document examples of existing local privacy laws in regard to display/transmittal of data (DOW TF2)

to investigate if this obligation might lead to problems in regard to existing privacy  laws and regulations in these legislations. 

After documenting and reviewing the examples of local privacy laws it is the Taskforce finding that different nations have very different privacy laws and that the determination whether they are applicable to the gTLD whois situation is not an easy one. The Taskforce nevertheless views it as proven that there is certainly a risk of conflict between a registrar’s or registry’s legal obligations under local privacy laws and their contractual obligations to ICANN.  We note that in its responses to the Task Force’s questionnaire the Global Names Registry stated that “we have changed, and may have to change in the future, the WHOIS policy to follow local regulation as it evolves and incase of successful complaints to the Information Commissioner.”  See http://www.gnso.icann.org/mailing-lists/archives/dow2tf/msg00152.html.  Since the variety of the existing local privacy laws does not allow for a One-Size-Fits-All solution, a procedure should be established for seeking to resolve such conflicts as they arise in a way that promotes stability and uniformity of the Whois system to the extent possible, and that envisages some flexibility in the administration of the contractual obligations where necessary.  Such step will undoubtedly achieve a greater legal certainty and foster the international competition on the domain name market.

